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Data Protection Act (1050/2018) 

Name of the register Secure Remote Access System for Register and Survey 

Data 

Description of the register Secure remote access system for register and survey data 

enables researches to process and analyze confidential 

microdata based on a license to use microdata for scientific 

research purposes. The remote access system makes 

such processing possible without physically giving out the 

microdata. EduGAIN identification will be used as one of 

the identification methods for researchers. The service is 

owned by Statistics Finland and Center for Scientific 

Computing – CSC is responsible for technical infrastructure 

and its administration. 

Keeper of the register, 

contact information 

Statistics Finland 

tutkijapalvelut@stat.fi 

Jurisdiction FI Finland 

Data content of the register A. Following data are collected from the identification 

source 

● Unique identifier (for example SAML 

persistent identifier) 

● eduPersonPrincipalName 

● Telephone number 

● Email address 

● Name 

B. Following data are collected from the user 

● Organization 

file://///ad.stat.fi/dfs/O/palvelut/tutkijapalvelut/fiona/tunnistautuminen/haka/tutkijapalvelut@stat.fi


Purpose of processing 

personal data 

Personal data are used to 

● Control the user rights in the remote access 

system 

● Enable the administrators to contact the 

user if needed 

Personal data that are logged as a result of using the 

remote access system are used to 

● Compile statistics from the remote access 

system 

● Monitor the capacity of the servers and data 

communications 

● Investigate misconduct and technical 

problems 

Regular transfer of personal 

data outside of EU or EEA 
Personal data are not transferred outside of EU or EEA. 

Correcting faulty 

information 

Contact the email address provided above. 

Users can correct information they have given themselves. 

Contact the identification source in order to correct 

information originating from the source. 

Storing personal data Personal data will be removed upon request from the user 

or within 12 months of the expiration date of the license to 

use microdata for the research project. 

Policies for protecting 

personal data 

Personal data are protected according to the policies in 

Code of Conduct for Service Providers. Code of Conduct 

for Service Providers is a common standard for privacy 

protection for research and higher education sectors. 

Personal data are encrypted with SSL when transferred 

through data networks. The data in the register are 

protected from those with no rights to see or process 

personal data. 

Personal data are processed according to the European 

Union’s General Data Protection Regulation.  

 

http://www.geant.net/uri/dataprotection-code-of-conduct/v1

